
UNSOLICITED EMAIL

Amway has been made aware that some ABOs have received and/or may 
still be receiving unsolicited emails from an organization called ‘New Business 
Academy” (NBA) Please know that this organization is not affiliated with Amway 
in any way and we strongly request that you delete any messages from this 
address without responding, forwarding or clicking on enclosed links.
 
An investigation by Amway’s Information Security Team has determined that 
Amway systems were not involved to send these emails or to access ABO 
email addresses. Rather, we believe the ABO addresses were obtained from 
an external source for the purpose of unsolicited and misleading marketing 
outreach. While no viruses or malicious software have been identified in the 
emails, these emails should not be trusted. We have reported this abuse and the 
website with NBA related content has been taken down.
 
Please know that Amway will never request personal data such as financial 
information, account numbers, IDs, passwords, or copies of invoices via email, 
text, phone or social media. Further, Amway will not promote the use of non-
Amway services in unsolicited emails. If you receive a suspicious message via 
email, text or social media post that appears to have come from Amway:
 
• Do not click on links, reply, or forward to others
• Send a screenshot of the message to info@Amway.YY for investigation   
          (forwarding the message if an Amway representative requests)
• Delete message when Amway has confirmed receipt

Kind regards, 
Amway Southern Africa
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